Cybersecurity and Data Privacy Certificate Checklist

Name_______________________________________________
Student ID_________________

The certificate requires 12 credits total.  The two foundational courses and three or four electives.
I. Foundational Courses




Cybersecurity I, L666 (3 credits)
   

     
Privacy Law & Management, L747 (3 credits)

     

II. Elective Courses (take at least 6 credits) 
These are the current courses available. Please contact the Director to inquire if other courses qualify.
Law Electives 
L746 Cybersecurity II (3 credits) 

L701 Corporate Compliance I (3 credits) 
L665 Cybercrime (2 or 3 credits) 

L764 Cybersecurity Practicum (3 credits) 

L844 Cybersecurity Risk Assessment and Compliance (3 credits) 

L860 Upper Level Writing (2 or 3 credits) (*topic and advisor must be approved by the Center Director) 

Externship (*placement must be approved by the Center Director) 

Business College Electives:
Advanced Information Security, IST 656 (3 credits)
     
Information Security Risk Assessment, IST 693 (3 credits)
     


Managing Network and Security Risk, IST 636 (3 credits)
     


***A student may take no more than one course on a pass/fail basis toward completion of a Concentration, whether a substantive course for which a grade is normally given or an externship or other course that is mandatorily graded on a pass/fail basis.  If a student takes a course on a pass/fail basis that is normally a graded course, the “true” grade earned by the student for the course will be included in calculating the student’s cumulative GPA in the Concentration, for the purposes of determining if the student has met the required minimum 3.0 cumulative GPA for a Concentration.
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